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3a 10 opHeun

Apsafe — 6es3onacHoOCTb, KOoTopad
He MeLluaeT pagpaboTke



https://apsafe.ru/?utm_source=webinar_07%2F08

DevSecOps 3a 10 gHen

4TO cerooHs<
o6cyamm

D MouemMy 6o0NblLUMHCTBO KOMaHO cTpagaeT oT DevSecOps

D KakuM gormkeH 6biTb «KugeasjibHbIN>> npoLuecc
D Kak Apsafe cHumMaeT knodeBble 605U

D JBe peasibHble CTOPpUU ycrnexa

D MNoopobHee npo Apsafe
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Crnvkepbl

NMnba HoBovoapckum

oKecnepT

PykoBogouTenb rpynnol
MHHOBALMOHHbIX peLueHuni
HanpaBieHsa 6esonacHou
pagpaboTk YLICB

EBreHnm TogbiLLueB

Crnmkep

PykoBoaouTe b
HanpaBieHnsa 6esonacHom
pagpadboTkm YLICB

AHacTacmna KamasrioBa

Crnmkep

Mpecens MH>XeHep
HanpaBieHnsa 6esonacHou
pagpadboTkm YLICB

BUkTOop TMaLLlKOB

Crnmkep

AppSec-aHauIMTUK Fpynnbl
MHHOBALMOHHbIX peLueHunmn
HamnpaBeHna 6esornacHom
pagpadboTkm YLICB
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aKCcnepT

B o6niacTtu
BIAVAST-Tel® o I=

<V|J‘Ib9l HOBoPu:l,apCKMf/D

PykoBoguTernb rpynnbl MHHOBaAUMOHHDBIX peLLeHni
HanpaBreHna 6esonacHom pagpadboTk YLICB
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Ilonro, poporo
CJTO>KHO

' ') Jlonroe BHegpeHme

3-6 mMecqdueB Ha BHegpeHume
K/lacCUMYEeCKIMX CKaHepoB

SBbICOKME 3aTpaThbl

POCT 3aTpaT npornopumroHasieH
DOCTY paspaboTKum

+ '« * Jlo>KHble cpabaTbiBaHUSA KagpoBbin rosioq
CKaHepbl reHepUPYIOT TbICAYUM O O Q TpebyeTca KkoMaHOga na 4-x
NOXKHbIX cpabaTbiBaHM 3a OOHO I N, o) Y EeoBEK O1A paboTbhbl npouecca,

M CKaHmnpoBaHMe

BKJIKOYWASA pegkKoro AppSsec-
aHaUTMTUKa

AN
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Mpo6rnema N21
HamMm HeKoOmMy U HeKorpga

> Halim cBoeli koMaHgbl

OT 4-X 4esrioBeK, CPpOK HalMa OoT 6 Mecaues,
B cpegHeM 6 MIH py6. B roq Ha 4yeroBeka

> KOHKYPEHLMSA 3a 9KCNepToB

OnNbITHbIE BKCMNEepPTbl MpegnodmTaroT padoTaTb B
KOMaHOaX C y>Xe BbICOKVMM YPOBHEM 3PESIOCTU
DevSecOps npoueccoB, a X npmBriedeHme
TpebyeT genaTtb odpdpep Ha 30-509% BbliLLE

TEeKyLLero npen1o>XeHms

AN
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Mpo6rnema N22
J1lo>xHble cpa6aTbiBaHUSA

1o 90% cpabaTbiBaHV COCTaBJIAET LUYM

[ToTepsa BpeMeHM Ha NMoVCK aKTyaUsibHbIX
VASBMMOCTEM N PUCK 3aOepP>KKU perimsa
I BblIlNMyCcKa penmaa ¢ YAaA3BVMMOCTAMM

AN
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[Mpo6rnema N23
OTcyTCcTBUe HTerpaumm

[> Pe3gy1ibTaTbl CKaHMPOBaAHWA CKJ1aOblBAatOTCHA BPYYHYIO B
Vulnerability Management cuctemy

[> HeT cKBO3HOINo TpekKumHra crtaTtyca yasByMMOoOCTUM > Oy6nu,
Mpocpo4YeHHbIe YASBUMMOCTM, MOoTEepUm BpeMeHM Ha aKTyasrimsaumnm
cTaTyca

D YrnpaBrneHme rnpoueccoM 3aTpyoHaeTcsa no Mepe yBenmdeHms
MacLuTaba pagdpaboTkM, aHaUu10rM4yHoO pacTyT ddmMHaHCcoOBbIE
3aTpaTbl
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Mpo6rnema N24
KomMmnraeHc-aaBrieHue

I
AQ HapyLieHume TpeboBaHM = WTpadbl M PUCK

NMNPpMoCTaHOBKWM OEeATeJ1IbHOCTWUM

D

—_— TpebyeTca HenpepbIiBHbIV XXYpPHau1 ayauTa 1M OoTdeTbl
@ O KoMIJiaeHca

10
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KaK BbirnaaumT

naoeasibHbiu
rnpoLecc
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NoeanbHbI npoLecc

ABTOHOMHOCTb AppSec

PaboTaeT «3a Kagpom»
M HE MeLuaeT pagspaboTke

\/ Honb py4YHbIX OencTBUU

Shift-left

npm danycke Cl/CD

<| ABToOMATMNHECKME CKaHbI

KoHBemnepa

PaspaboTdmkaM He HY>XHO

caMiM SaHUMMAaTbCHA
pasBmTeEeM BesornacHou
paspaboTKU

TONbKO aKTyaJibHble
YVASBMMOCTU

PaspaboTumKM nonydaroT
VASBMMOCTUM B BMUOE TUKeETa B
nedpekKT-MeHeO>XMeHT cmcTemMe

OT4yeTHOCTb 6bICTPO

a c6opa gaHHbIX HE
TpebyeTcsa npuBriexKkaTb
AaHaUIMTUKA, OaHHble OOCTVYMHbI
Mo 3arnpocy

12
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DevSecOps KaKkK venvra

-

[MnaTddopma 6epeT Ha

ceba MHJ

PPACTPYKTYPY

AHaUTNTUKUM BPYYHYVYIO
oTCeKAaKT KLLUYyM»

KramneHT nmosiydaeT TOSIbKO
nooTBep >XOeHHbIe
VA3BVMMOCTU

13
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crnukKep

Mpecenn MHXXeHep
Apsafe

@HaCTaCI/IQ Kalvlanoea>

Mpecenn nH>XXeHep HanpaBrieHa 6esonacHoU
pagpadboTkm YLICB

15
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Kak Apsafe cHMMmaeT
KJ1loueBblie 60,1n
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IMpepcTaBnaem
Apsafe

DevSecOps-as-a-Service
[MlpepocTaB/IdAEeT npouecec, MHCTPYMEHTbI, KpoMe
yCcTpaHeHna yasummMmocTen 1 Operate ctagomm DSO

NoakrwodeHune TpuaXk cpaboTokK NMOoHATHbIN Npauc CkaHpoBaHUue

MNepBble aKkTyaribHble PaspaboTumKK mofy4daroT Npo3padyHaa mMogerb KoO sarpy»>kaeTtcda B o61akKo,

VASBUMMOCTU vepes 10 gHem TONMbKO pefieBaHTHbIEe TUKEeTbI ornaTtbl — Mo 4dmcny KSLOC 3arnyckKarTcAa cKkaHbl SAST,
(N paHee) B nedekT-Tpekep (robon, v (Tbic. CTPOK McxogHoro koga), DAST, SCA
KOTOporo ecTtb API) MEeCHAYHbIX MPOBEPOK U MO
npakTuke (SAST, DAST, SCA)
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Kak peLuaem npo6énemy
«HekomMy, HekKorpa»

D natgpopmMma + sxkenepTbl YLUCB genaroT BcE «nmon, K4y >»

D CkaHbl, aHa11ga, NMpmopmtTm33atumMd — ToTOBble pe3yJjibTaTbl

D OKcnepTHbIM OTUET B YO0OHOM dhopmMmaTe

D Mo>keM MHTerpmpoBaTbh Ball cKaHep B Hall mpoLecc

18
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Kak peLuaem npo6é6rnemy
«J1o>KHble cpa6aTbiBaHUaA»

[> JTo>KHble cpabaTbiBaHA PUIbTPYHOTCH
B PYUYHOM pe>kmmMe

[> NoaTBep>XOeHHbIe YA3BUMMOCTUM OTHpaB/IaAOTCH
B TaCK-TpeKep TO/IbKO Mocsie peBblo

[> PagpaboTumkamM octaetca —10 % aKTyalibHbIX

VASBMMOCTEN > OKOHOMUA BpeMeHU 95% % 10%

19
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Kak peLuaem npo6érnemy
«OTCcyTCcTBMEe MHTerpaumm»

D HaTmBHble KOHHeKTOpPbI: Jira, Redmine,
YouTrack
(BOBMOXHO MoOK/IoYeHMe Ballero Tpexkepa)

D oOKJIItoHeHMe K naaTtpopme MeHblue 10 gHeln

D OcylLlecTBI9eTCcqa MHTerpaumsa co cKkaHepamm
Sakag4mka

20
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Kak peLuaem npo6érnemy
«KomMmniaeHec»

[> dPdopmMmumpoBaHMe oTdeToB Mo lNpukas AMCTOK N2239,
[OCT 6939, PCI DSS v4, lNpuukaa ACTOK Ne117
(byoeT B cune ¢ 01.03.2026)

[> NepepaemM ayountopam onmcaHume Havwue raTdpopMbl

019 noaTBep>XXOeHA CoOoOTBeTCTBUA

21
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bagoBble cTaHaapTbl
6e3onacHoOU paspaboTku

AN

Y4TO OEJIATL?

BHeOopuTb cTaTU4YECKUMM U OMHamMmdecKmi aHauimag, SCA, npoBepKy supply chain. Bcé
— KaK 4acTb npouecca pagpaboTKu.

[OCT P b6939-2024

FOCT P 71207-2024

FOCT P b58412-2019

FOCT P ISO/IEC 27034
(cepusa)

[OCT P b9 795-2021

[OCT P 657580.2-2018

Ly

VicrnonbsoBaTb cepTUdMLMPOBaAHHDBIN CTaATUNYECKMN aHaUTM3aTop C HOPMaUu1bHOU
TO4UHOCTbO, API-mHTerpauven, pumnbTpaumenm NoXXHbIX cpabtaTbiBaHUN.

BblaBaTbh yrpodbl 6e3onacHoOCTM Ha Bcex aTanax SDLC. SawmaTb caMum npoLeccbl
paspadboTKU.

[TocTponTb secure SDLC: onpenennTb ypoBHKM O0BEPUA U MPUMMEHATb Mepbl ASC.

Ob6agaTenbHoe npoxoxxgeHume ctagnm cogsgaHma AC. BesonacHoCTb Oo/mKHa 6blTb
BKtoHeHa B T3 1 npoekTunpoBaHMe.

3pesiocTb npoueccoB pagdpadboTkm ¢ B = ypoBeHb 4. lNeprogmnydeckKmi ayounT U
NnoBblLLUeHME 3pPesioCTU.

( YTO NnpMmMeHaTb BceM, KakK best practice)

22
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O6asaTernibHble cTaHOapTbI
Oyfig cooTBeTCTBUSA

YTO OEJIATB?

P33 152-P3 + lNpmkas

AHaUIM3E Koga Ha HOB, meHTecTbl, 3aluLLEHHOE nporpamMmmMmmpoBaHme — Nnpuv BbiICOKOM
MDCTOK Ne221 yrpoge (1-2 Tumn).

CTatTmndeckumii aHanima, dassunHr, gnHamMmmyeckm aHaima (1-a kaTteropum4a), ycTpaHeHue

PCTOK 239 (KNI) 2 - g
VASBUMMOCTEN, MHDOPpMMPpOBaHME Nnojib3oBaTesrien.

CobnmoaeHme TOCT 56939, KOHTPO/Ib pagpaboTkM (BKoYWaAa NMoapagymKoB),

DPCTOK 117 (TMC) g
peryrapHoe ckaHmpoBaHe Koda, yecTpaHeHe YA3BUMMOCTEN.

/1: OnepaTopbl nepc. p,aHHblh
2: Cy6bekTbl KA

\3: Nloc. NC /

23
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AN

OTpacneBblie cTaHOapTbI

aJ14 COOTBeTCTBNSA

YTO OEJIATB?

[OCT b7580.1-2017

MurHoaHepro 1215

FOCT 60880 / IEC
62859 (ABC)

PCI DSS v4.0

Ona OY[O-4: aHaima Koda, KOHTPOSib yas3BmMMocTen, NimMbo cepTudpumumpoBaHHoe [M10.

Ob6gagaTtenbHada cmcTeMa naTy-MeHeo><kMeHTa 1 onoBeLueHMAa 06 YASBUMMOCTAX CO
CTOPOHbI paspaboTUMKOB.

[MpoBepKa Ha cKpblTble pYyHKLUMM 1 "unsafe code’, ocobeHHO B KPUTUYHbIX
nogcmcTemMax.

SDLC c 6esonacHbIMM MpakKTunkamMmm: obydeHre, KOHTPOS1b cpebl, ycTpaHeHme Tor-
VA3BMMOCTEM, OBbHOBJI1EeHUA, 3awmTta Beb-npunoxxeHumm (WAF/DAST).

/1: MdPrnHaHcoBble opraHnaaumnm \
2: Cy6beKTbl 3/IeKTpOdHepreTukKmn

3: Cucrtembl vnpaBsrneHna ADC

\l—l-: Pa6oTa ¢ nnaTe>XHbiMuU KapTamm/

24
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ApXUTeKTypa
noao KanoTom

CermeHT obnadHow nnathpopMbl aHasriMasa

saLumleHHocTn Apsafe

Management Kubernetes

Apsafe_1 Apsafe_2

. Vulnerability . Vulnerability

Kaxkablll KOHTYp Apsafe
maonmpoBaHNetwork, Admission u
Runtime Policies

L7 Firewall ALB

CermeHT Bakagdumka 1

MonbsoBaTenb

Apsafe_N

. Vulnerability
Gitlab CE Management

CermMeHT Bakaguyunka 2

MonbsoBaTenb

25
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DOrnHaHcoBas
Bbiroaa

|
I
/|
D CokpalLleHme BpemMeHm Ha BHegpeHume:
6 mecaueB > 10 oHel - I
o /
D CHUM>XeHMe 3aTpaT Ha OKCMNepToB: O
4 cTtaBkKn > O I

6 MecqLues, 10 gHewn
4 skcnepTa O akcnepToB

D Youmpaem no>kHble cpabaTbiBaH4A

26



AN

Container Security
6esonacHOCTb B paHTammMe

> Container Security > Admission Policy
[> Runtime Policy D Network Policy
(| | m—
=2 Moo kanoTtom Luntry ¢on [oakmoHaem kK SOC

27
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Container Security
NMpoLecCc ...

Sakaguumka Apsafe

AN

4 ) 4

Gitlab (Luntry CLI) N

Task Tracker

Kak 81O paboTaeT

W/
1 Apsafe.Platform

MMpoBoaOMM obydeHme Luntry, nocrne 4yero 1
AQO0anTUPYIOTCA BCE MoJIMTUKM 6ea 7~
6/1IO0KMPOBOK. [lasriee BO3MOXXHO

I

noaoksJirodeHme Kk SOC mnm oTnpaBkKa I Kubernetes h

COBLITUIA, J
[0 mMepe pocTa YPOBHA 3PESIOCTUM Mnpouecca, L )

nepeHecemM MHcTasIaumo Luntry B KOHTYP < p \_
KIneHTa.

*XpaHunmue CHUMMKOB aioBOM CUCTEMbI 1 ornepaTuBHOM NMaMaATM
(Heob6xoOMMO MpUY BKIIKOYEHUN DYHKLIMKM pearmpoBaHUa Ha aHoMas1n)

**Sensor, Sbom-operator, Networker, Compliance, Collector, Cmd-
agent, Watcher



L\ psafe
Bonpochbl
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cnukep

AppSec-aHan
Apsafe

(BVII—(TOD TVIMG.LLIKOB)

AppSec-aHauTMTUK rpyrnbl MHHOBaAUMOHHDBIX peLLeHni
HanpaBreHna 6esonacHom pagpadboTk YLICB

TUK

30
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IlBa peaJsibHbIX
Kenca KJimeHTOB
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CunKom LUundbpa
kKeunc N2e1

MNpoBernu Bce cormnacoBaHa M HAcTPoOUM OocTyrnbl (6-13 mapTa)

MHTerpmpoBasi rniaThpopMy 6e30macHOCTUM NMpuroXxXeHma ¢ Jdira
KJIMeHTa — YA3BUMMOCTUM cpagdy MnornagaroT B TaCK-TpeKep

Ha cTapTe BbladBUMIIM 4 YA3BMMOCTUM BbICOKOIO YPOBHA KPUTUNHHOCTU

3a HECKOJTbKO MEeCHALEB pEeryrdapHbIX MpoBepPOK HanoeHbl
OECATKM YA3BMMOCTEU

\ VAR VAR V/ vV V

KoHcyrnbTMpyemM paspadboTUMKOB MO BomnpocamM 6egdornacHou paspadboTKM

32
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baHK CnHapa
Kenc N22

D MHTerpauma npowia ¢ 14 no 21 okTabp4sda [> OcylLuecTB/IeHa MHTerpaumsa ¢ TacK-
TpEeKepoOM, oTrnpaBKa YA3BMMOCTEU

D 29 OKTABPpA — 3aKa34uMK Mnosiy4dusrl nepBbiu
aBpToMaTmnMampoBaHa

oT4HeT

D Ha cTapTe BbIaBJ/IEHO: [> PeasiMsoBaU1M NMoXXKeraHa KimeHTa B HOBOU
Bepcu Apsafe Platform:

O yasBMMbIe KOMMOHEHTbI B MpoayKTax

O vyasBuMMblE KOHDOUIYpaLMM OKPY>XXEHUA O VnydueH nHTtepdec
O Vy4asBMMOCTUM B MCXOOHOM KoOOE O [NobBaBrieHbl METPUKUM N OTUHETHOCTb
O
> 3a nosiroga paboTbl naTdopMbl 6bl/10 No6aBsreHa nepcoHasrimampoBaHHasA
BblAB/1IEHO MHOXXECTBO YA3BMMOCTEU aHaUTMTUKA 019 KaoKOoUM KoOMaHObl
PASHOUM KPUTUNYHOCTM. Ha TeKyLLMMN MOMEHT pPaspPaboTKU

bosribLUasa YacTb YA3BUMMOCTEW yCTpaHeHa
KOMaHOOM 3akagdmka 2z



oS

[Moppo6Hee npo

Apsafe



DevSecOps 3a 10 pHemn

IlemMmoHCcTpaLlUnsA
Apsafe

PaccMoTpuUM:

KakK BbIrnagmT oTrnpaBKa Koga Ha npoBepky ma Cl/CD, kak
OTO BbIrMaAOMT B rjiatdpopMe M B KaKOM BUOE YASBMMOCTb
nonagaeT pagpaboTumkKam.

3b
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OTnpaBKa Koga
na Cl/CD

X
Collaborate with your team
We noticed that you haven't invited anyone to this group. Invite your colleagues so you can discuss issues, collaborate on merge requests, and share your
kKnowledge.
Invite your colleagues
S service & 2|8 = || Mowshorme 5
Subgroups and projects  Shared projects  Archived projects Q Search ] Name v | T=

a W webapp @

- w O just now
Penosutopuin 3aKa3umka
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H4TO NnpoucxoaoumT
B niaatTdpopmMme

\\
A
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7

10}

S U R PB E

>

Hocka DEF

Kanban board

QUICK FILTERS:  Only My Issues Recently Updated

BACKLOG 22

DEF-5

Detected User Input Used to Manually
Construct a SQL String. This Is Usually Bad
Practice Because Manual Construction Could

4 B2

DEF-7

Improper Neutralization of Special Elements
in Data Query Logic

4 B

DEF-9

Orcytcteme Atpubytos bezonacHoctu B
KoHpurypaumu KoHTelHepa

[ 4 =

DEF-T1

Improper Neutralization of Special Elements
in Data Query Logic

[ 4 =

DEF-12

Improper Neutralization of Special Elements
in Data Query Logic

[ 4 B

DEF-13

URL Redirection to Untrusted Site 'Open
Redirect’

4 =

DFF-14

Dashboards ¥ Projects v

Kak pagspaboTuumkK
BNOUT VA3BMMOCTb

€ Jira Software

Issues v Boards v Plans v Create

SELECTED FOR DEVELOPMENT 0 IN PROGRESS 1

DEF-34

BHegpeHune Komang OC (OS Command
Injection)

4 S

DONE 0 OF 5

We're only showing recently modified issues.

Q, Looking for an older issue?

Release...

»

S «0

o @

> I

Board v
[pEF-34
BHeApeHxM(OS Command
Injection)
v Details
Status:
(View Workflow)
Priority: 2 Critical
Component/s: None
Labels: None
Affects Version/s: None
Fix Version/s: None
Epic Link: None
v People
Reporter:
Assignee:
v Dates
Created: 20/May/25 9:58 AM
Updated: 1 minute ago

v Description

Title: BHeapenune Komang OC (OS Command
Injection)

Add a comment...

Pro tip: press | m | to comment

38
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KrnodeBblie pudm
Apsafe

D CkaHmnpoBaHume

O ABTOMATUYHECKUNUN BalNyCK CKaHpoBaHUA

O HeT 3agep>XKun pagpaboTkm

39
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KrnodeBblie pudm
Apsafe

D YnpaBrieHne ya3BUMMOCTAMMU

O MonHbiM umkn «Detected > Fixed»

Home / Findings

All Findings

Showing entnes 1 to 3 of 3

B Active ®
Severity , NamesS CWE  Vulnerability A EPSS Z EPSS , Dates SLA  Reporter Found  Status
v v

X T " Score  Percentile " By 0
Verified @

CVE-2023-45133 [4 697 (4 CVE-2023-45133 NA NA . 3 Admin User Invy Active, Unfixed
@BabelTraverse (2amin) Scan

7147
3

“ Fixed @4 Indicates whether the vulnerability has been fixed.

CVE-2021-3807 (21333 [ZCVE-2021-3807 NA July 22, 2025 13 Admin User Active, Unfixed B Faise Positive (2]

Ansi-Regex 500 (admin)
B

™ Duplicate @ foriginal: 156 - CVE-2023-45133 @Babel/Traverse

CVE-2022-25883 ([4 1333 [4 CVE-2022-25883 NA July 222025 13 Admin User Active, Unfixed
Semver 6 3.0 (admin)

- B Out Of Scope @

Showing enlries 1103 0f 3
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KrnodeBblie pudm
Apsafe

D YrnpaBreHme Ya3BMMOCTAMMU

O Ob6begVHeHVe MUKPOCEPBMCOB B CYLUHOCTb «lMpunoxxeHune/KoMaHga pagspaboTKm», obLada cTaTUucTmKa

Applications + Add Application

Name Products AppSec Backlog Effectiveness of secure development Actions

BANK ‘ 32.8% 32.5% Detste

- ) Potential 4 Confirmed @ Critical

90 105 2

® Products m Engagements A Accepted  Confirmation Ratio

Products in this Application
ducts s Applic 4 4 0 46%

core-module -
Last Scan: 2025-07-23 0555 Y recked C eSS Total Vulnerabilities Verified Vulnerabilities

® Critical ®High @®@Medium @Low ® Critical ®High ®Medium @Low

driver-OSCABSKA

Last Scan’ 2025-07-23 0600

e - —
Cai

Last Scan' 20250723 0601

core-module driver-OSC. web-module intigratio.. driver-OSC... core-module intigratio... web-module

web-module

Last Scan: 2025-07-23 0604
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KrnodeBblie pudm
Apsafe

ABTOMaTUueckoe 3akpbiTue 7 ABTOMaTMueckan ouncTka S O6veaunenume SQLI
Y (’nasumocren C yCTapeslmnmm TECTOBbIX KaTanoros :
RL-agpecamn :

10T KRHC NOIBOANTT BRAIMTE M ODREAMMMTE OAMHAKONID

ABTOMETHMMECKDS 23KDTHE MMocTeR, xax “out of scope™ o - -
- PP RERPRETIIR JRamveeL I, T . e YRIBMMOCTI, HaRJOHHLIE ABYMS padsbimm SAST

FITOT QUEHADMR NOAS3IEH MR 3STOMITHIECOKOIND 3aKDLITHA Anpe uRx test Ut ~ : et
vy A ; g AnpexTopusx test, QA U MHCTDYMEHTIMK, YTO NOMOTaET vabexats gybamatos 8 ASOC

MINMMOCTER. ODMADY X EHMLX NO URL-AanDecas. 0100me
y

D Scope: Product U Scope: Application

mega-bank BANK

OOAMUEe HE CYLLLECTEVIOT MAM HE JKTVEML

® Scope: AN

D VipaBrieHne ya3BMMOCTAMMU

O HacTpamBaemble | File Path T
npaBuia aBToTpUarka o (SARIF)

old-domain.con

Flle Path
Description QA
04 Not Found

dO( e ‘0-." ™ “ xn’«“m
Target patters SQL Injection

Description File Path

comnection refused example File Path

URL Flelds must be equal
Flle Path

Ut

old-domain.con

B Disabled B Disabled 4 Enabled
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KrnodeBblie pudmn
Apsafe o

D NHT erpaumMm kdbo-2803 Cosgan(a) sve apsafeyt 4 nefenwiissay  OGnoaun(s) NN O 105panas syt FIONNAGESTENN & AOCTYFIOM K \TaHIND SAAM *

[Medium] Service 'Create-Buckets' Allows for Privilege Escalation via Setuid or Setgid
O BblrpysKa OdedPeKTOB B TaCK-TpeKepbl: Binaries. Add 'No-New-Privileges:true' in '‘Security_opt' to [...]

y>Xe ecTb nogaep>xkka Jdira, Redmine YouTrack Commit Hash:

Commit tag:
Commit Message: Merge branch ‘release/10' into release
Commit Author;

m - Current Branch: release

HebezonacHas 3arpyska ®annos Commit URL:
Commit History:

# Penaxruposars Q [lobasnte xOMMEMTAPWUE Hazmsaunte Euwe. v Hyw:0 caensts B palore  Buasec-npouecc v Onucauue YA3BUMOCTH
v Aetann 3asaum Cepeuc create-buckets no3sonseT NoBLILLENWe Npuannerviia yepes setuid nnu setgid.
Te B o Crary (Mocuorpers Buanec-npouecc) ) )
Mpw KOMNPOMETALMA NPUNOXEHUA HAPYLUATENL NOTEHLMANEHO NONYYHT BOSMOXHOCTE NOBLILLEHNA NPUBUNET A B LENAX JaNbHERWEr0 NPOABMKEHURA W 3aKPENNEHUA.
pRE o g T peeo- O —
WMs 3nUKa Hebesonackan 3arpysca ®aitnos Yazsumoe mecTo B Koge (painn c HOMEepoM CTPOKU UK ANanNa3oHOM CTPOK)
[Apsafe] Potential for DLL Hijacking (LoadLibrary) « Npeawaywee | 2/97 | Cnegyowee »

v Onucanme
Aob6asun(a) User USSC 3 mecsua Hasaa.

Title: Hetesonacuan 3arpyacs Painon

Defect Dojo "n-.._”‘,”,ﬂ 6742 (6742) Craryc: Hosas Nara Hauana: 22.04.2025

MNpuopwureT: HopmMansHbIA CpoK 3aBeplueHnn:
Severity: Medium HasHaueHa: - FOTOBHOCTb: 0%
Due Date: Sept. 28, 2025 Bepcun: 04.2025 OuleHKa BpeMeHHbIX
CWE: CWE-362 severity: High :;::)uast Active, Verified
line_number: 54 comment: [N\ ucnpasneHns yA3BMMOCTN PEKOMEHAYETCH 3aMEeHNTb OTHOCUTE/IbHbIE
GV Unknown location: 6.3.0+b3.r113254/Server/externals/logger/inc/LogWrapper.h NyT¥ 3arpy3ku DLL Ha abconioTHbie C CNonib308akNeM GesonacHbix

2ics CUCTEeMHbIX AMpeKTopui (Hanpumep, System32), npumensaTs dnarm

orpaHuyeHns noucka bMbnuoTek, peanu3oBaTh NPoBEEpKy UMppoBon

Branch/Tag: security-check noanucyk K xewa DLL nepea 3arpys3Kon, a TakKe pacCMOTPETb BO3MOXHOCTb
CTaTUUECKON NUHKOBKKM WK UCNoNb30B8aHua delay-load mexaHusMoe aAna
BulldiD: 125 KPUTU4ECKK BaXKHbiX Gubnuotek. [lonoHUTEeNbHO CNeayeT HacTpouTh
nonuTukK AppLocker unn Windows Defender ASR anst GnoOKMpPOSKK
Commit hash: 43100846 HECaHKLIMOHUPOBAHHOM 3arpy3xku DLL U3 HeHagéXHbLIX MecT.

souce e QD

Onncanne WTHpOBaT:
Source Line: 61 Tl b

Scanner: Semgrep

Description: The "LoadLibrary” function is used to load DLLs dynamically. Depending on the filepath
DyHxurs wrteFile nCNOALIYETCR NPKU MHMLUANMZAUNN UHOUSA ¥ CEDTHOMKITOR. HO MONET COIAISITE NOTEHLNANEHYIO EXOAHYO TOUKY AR JTaX NEW parameter,
g ’ 3 P ’ s e ’ o the OS version, and the modes set for the process prior to calling LoadLibrary, DLL hijacking
EHEAPEHAWM NPOMIABONLHEIX Oannoe may
N be possible. Attackers can exploit this by placing DLL files with the same name In directories
1. Path Traversal = BO3MOXHOCTE YTEHMMR NPDOMBOALMEIX IARN0E wepes ./ B nyTr that
2. Symlink-ataki = NOAMENE GaANE YePed CAMBONMHECKNE COLUIKH are searched before the legitimate DLL Is.

3. Mvivexuma NULL-Gadta - oOxoa nposepok wepes \0 8 wuenn daina

4.3
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Roadmap

Apsafe

[> [lpoBepKa KOMMUMTOB B perigax

[> ABToOMATMN3MpPpoOoBaHHbIe oTdeTbl noa lNpmkas ACTOK N2239, TOCT b9 39,
PCl DSS v4, Mpukaag AACTOK N2117 (BeTynaeT B cuny ¢ 01.03.2026)

[> [IBYCTOPOHHAA CUHXPOHMS3ALUMA CTAaTYyCOB YA3BMMOCTEN MeXXaV
Apsafe.Platform v pedekT-Tpekepom

[> YydluleHme KadecTBa CKaHMpoBaHUSA 3a
cCUHeT KaCTOMHbIX mnpaBui

.44
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CINACUNBO!

Mony4ynTte 0630p TOM-Yrpos Nnoa BalLly apXUTeKTVpyV

anonHmMTe aHKeTy Nno OR-kKoOy M Mbl paccKaXkeMmM,

OT HelO BaM CcJieavyeT SallnNllaTbCH

4 I

\ v

cvybersec@ussc.ru

apsafe.ru
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